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Social Media Policy and Procedures - STAFF
1. SCOPE AND PURPOSE 
1.1 These policy and procedures are for BU employees and/or visitors and guests of the University.      
1.2 These policy and procedures must be followed.  
1.3 The purpose of this Social Media Policy and its guidelines is to encourage good practice; protect the reputation of the University and protect and support its employees and its students; to clarify where and how existing policies and guidelines apply to Social Media; and to promote effective and innovative use of Social Media as part of University activities. It is not intended to interfere with lawful freedom of speech as set out in the University Code of Practice on Freedom of Speech. 
1.4 Social Media is the term commonly used to describe web-based tools which allow users to interact with each other. BU’s Social Media accounts exist as a platform to interact directly to the University’s main audiences (current students, future students, industry professionals etc.) and publicise the work going on at BU. Social Media includes (but is not limited to) accounts on: Facebook, Twitter, Snapchat, LinkedIn, Instagram, Blogs, and YouTube. 

1.5 The University has guidelines and policies regarding other aspects of its communication operations e.g. Use of Communication Facilities, Data Protection Policy, Brand Guidelines.  Employees are reminded that the usual standards of behaviour and conduct that the University expects on a day-to-day basis apply equally to the use of Social Media. Employees can access the latest version of the General Conduct Policy on the University website.  

1.6 A series of guidance notes have also been developed and should be read in conjunction with this policy. 

1.7 This policy will be reviewed annually and may change in line with technological updates. The latest version of the policy on the University website. 
1.8 The University contact for Social Media will be the Head of Corporate Communications who will be responsible for monitoring official BU channels while overseeing the management of BU’s Social Media policy. In particular, any official University social networking site/group must seek advice from the Head of Corporate Communications, who, in certain limited scenarios, where an account could be likely to cause damage to the University, may suggest the account is not set up.  The PR Team will keep a central record of all official BU sites. The Head of Corporate Communications can be contacted by emailing socialmedia@bournemouth.ac.uk.
1.9 This policy has been approved by M&C Executive Team and ULT, with consultation from Bournemouth University branches of UCU and Unison.
2. WHO IS COVERED BY THIS POLICY

2.1 This policy covers BU employees, and third parties who have access to our IT resources. It also applies to the use of Social Media for both business and personal purposes, whether during office hours or otherwise. The policy applies whether or not the Social Media is accessed using the University’s IT facilities and equipment or personal equipment.
3. KEY RESPONSIBILITIES
3.1
This policy is the responsibility of the Head of Corporate Communications, and their appointed nominees. Where a decision about the implementation of this policy is needed, the responsibility will rest with the Head of Corporate Communications. 
3.2
It is the responsibility of BU employees to read and act in accordance with the principles of this policy and guidelines. 
3.3
Social media monitoring will be conducted by M&C, who will only monitor social media for references to Bournemouth University, through specific keywords related to the University. Monitoring of personal accounts will not be conducted as a part of this process.

3.4
If a complaint is made about a social media post that relates to Bournemouth University, or a member of the Bournemouth University community, or if concern is raised about a post through our monitoring process, the matter will be raised with the Head of Corporate Communications, who will make a judgement on how to proceed. If it is judged that a post or account may breach a clause in this policy it will be referred to Human Resources and will be considered under the Staff Disciplinary procedure.  The Head of Corporate Communications (or appointed nominee) has no power to discipline staff, but may seek to offer advice on use of social media if appropriate.
3.5
The University will ensure this policy and guidelines are accessible to employees through the staff intranet. The University will periodically review and update the guidelines and any other associated materials. Staff will be notified of any significant changes via internal communication channels. 
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4. LINKS TO OTHER BU DOCUMENTS 
4.1 Social Media should never be used in a way that breaches any of the University’s other policies. If an internet post would breach any of the University’s policies in another forum, it will also breach them in an online forum. All existing University policies concerning staff, students and third parties also apply to the use of Social Media. These include but are not limited to:

Anti-bribery policy
BU branding guidelines 

Code of Practice – Harassment
General Conduct Policy
Code of practice Freedom of Speech
Confidential Information Policy
Conflict of Interest

Dignity, Diversity & Equality Policy
Disciplinary Procedures
Exclusivity of Service
Grievance Procedure 

HR policies and procedures 

Password policy

Use of Communication Facilities
4.2
Inappropriate use of Social Media that damages the University’s operations and/or which bring the University into serious disrepute may constitute gross misconduct and could result in dismissal as per the Disciplinary Procedure for employees as appropriate. Furthermore, if a BU employee has been found to have used social media for purposes designed to harass, bully or intimidate, this is likely to constitute serious or gross misconduct under the Disciplinary Procedure.
4.3
The University reserves the right to:
· Require the removal of any post that is in breach of University policy or procedure (including offensive material).

· Require the removal of a BU Social Media account if it has not been updated for a period of six months or longer as it will be deemed surplus to requirements. It can also be removed in instances of abuse, this can include:

· Changing the purpose of the account without contacting the Head of Corporate Communications (socialmedia@bournemouth.ac.uk) 
· The use of abusive, derogatory or offensive language
4.4
Anything that is deemed in the reasonable opinion of the University to be offensive, abusive or derogatory will be flagged for the individual to remove and serious or repeat offenses will result in appropriate steps being taken under the Disciplinary Procedure.
4.5
Generally, if a personal internet presence does not make reference to and does not identify its owner as being employed by the University; the content is likely to be of little concern to the University. However, the content of sections 4.2, 4.3 and 4.4 apply. 
4.6
Unless so authorised by the University or required by your duties under your contract of employment, you must not use for your own benefit or gain, or divulge to any person(s), firm, company or other organisation whatsoever, any confidential information belonging to the University or relating to its affairs or dealings which may come to your knowledge during your employment. For more information, read the Confidential Information and the Data Protection Act 1998 document.
4.7
Staff conduct should at all times take account of the need for satisfactory relations with others within the BU community with whom they have contact during the course of their duties. As such, individuals should not use Social Media to attack or abuse staff, students or any other third party.  Furthermore, contact details or pictures of other staff or students should not be used without their prior permission. 
4.8
If someone offers to pay for personal site content you must consult your manager immediately as per the University’s Exclusivity of Service policy. 
4.9 
Users must make it clear that any recommendations or comments they make are purely personal opinion, except where specifically authorised.
4.10
BU will monitor references to the University on Social Media and the Internet. This may be done through keyword analysis through social media channels for instances including feedback, responding to complaints or enquires, and reputation management. BU will also be able to help you with training and sessions are available through Organisational Development for this. Individuals must contact the PR team when setting up a new BU Social Media account so that records can be kept up to date. This can be done by emailing socialmedia@bournemouth.ac.uk.  
4.11
The University will not refer to social networking sites when assessing job applications unless such sites are specifically highlighted in the application. The University will only assess job applications on the information provided.
4.12
The University may refer to social networking sites when investigating breaches of discipline and/or grievance complaints, e.g. harassment, anti-social behaviour or bullying.

4.13
The University may monitor forums and blogs to gain indirect feedback on University services and facilities. Authorised persons on behalf of the University may post replies on forums or blogs to answer queries or address factual corrections, but would generally take a cautious approach before getting involved in contentious issues.

4.14
The University reserves the right to take any necessary steps to protect its facilities, employees and students from malware (malicious software) including blocking sites where this is an issue. 
4.15
If a complaint is received that a BU employee or student is being bullied or harassed via Social Media then actions may be taken via appropriate procedures, to include the Code of Practice – Harassment, the Grievance Procedure, and BU’s Disciplinary Procedures. 

5. 
Personal Use of Social Media in work hours for BU staff 
5.1 The use of the internet including Social Media for personal, non-work related purposes is permitted outside working time only, as per the Use of Communication Facilities policy. 
5.2
Official BU social media accounts should never be used to promote companies or circulate spam or chain letters.
6. Business Use of Social Media
6.1 Staff members are encouraged to engage with social media and to promote themselves and their work through public channels. It should be noted that only the University Executive Team (UET) and the Marketing and Communications Team are authorised to speak on behalf of the University itself, so staff members should not make comments that pertain to be on behalf of Bournemouth University.
6.2
If you are contacted for comments about the organisation for publication anywhere, including in any Social Media outlet, you should consider your response before commenting. The PR Team are on hand to give advice and training if needed. As above, it should be noted that you are welcome to comment in a professional capacity about your work, or your area of expertise, but should not seek to make comments that pertain to be on behalf of Bournemouth University without first seeking expressed permission from UET or M&C.
6.3
The use of Social Media for business purposes is subject to the remainder of this policy.
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